
List of ManageEngine products that can help you meet different 
requirements for PCI DSS compliance.

Meeting PCI DSS IT requirements with 
ManageEngine

ManageEngine 
solutions

Requirements they help meet

1. Install and 
maintain 
network 
security 
controls

2. Apply secure 
configurations 
to all system 
components

3. Protect 
stored account 
data

4. Protect 
cardholder 
data with 
strong 
cryptography 
during 
transmission 
over open, 
public 
networks

5. Protect all 
systems and 
networks from 
malicious 
software

6. Develop 
and maintain 
secure systems 
and software

7. Restrict 
access to 
system 
components 
and cardholder 
data by 
business need 
to know

8. Identify 
users and 
authenticate 
access to 
system 
components

9. Restrict 
physical access 
to cardholder 
data

10. Log and 
monitor 
all access 
to system, 
components 
and cardholder 
data

11.Test security 
of systems 
and networks 
regularly

12. Support 
information 
security with 
organizational 
policies and 
programs

AD360   

PAM360      

ADManager Plus    
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ADSelfService Plus  

Password Manager 
Pro      

Key Manager Plus     

Access Manager 
Plus        

ServiceDesk Plus      
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AssetExplorer 

Log360           

EventLog Analyzer          

Firewall Analyzer          

ADAudit Plus         
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DataSecurity Plus   

Endpoint Central       

Mobile Device 
Manager Plus   

Remote Access Plus 

Patch Manager Plus      
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Vulnerability 
Manager Plus       

Endpoint DLP Plus 

OpManager Plus       

OpManager        

NetFlow Analyzer 
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Network 
Configuration 
Manager

   

Applications 
Manager     

Site24x7 

Analytics Plus    



About ManageEngine
ManageEngine crafts the industry’s broadest suite of IT management software. We 
have everything you need—over 60 products—to manage all of your IT operations, from 
networks and servers to applications, your service desk, AD, security, desktops, and 
mobile devices.

 Since 2002, IT teams like yours have turned to us for affordable, feature-rich software 
that’s easy to use. You can find our on-premises and cloud solutions powering the IT 
of over 280,000 companies around the world, including 9 of every 10 Fortune 100 
companies. 

As you prepare for the IT management challenges ahead, we’ll lead 
the way with new solutions, contextual integrations, and other 
advances that can only come from a company singularly dedicated 
to its customers. And as a division of Zoho Corporation, we’ll 
continue pushing for the tight business-IT alignment you’ll need to 
seize future opportunities.



The complete implementation of PCI DSS requires a variety of process, policy, people, and technology controls.
The solutions mentioned above are some of the ways in which IT management tools help with the PCI DSS 

requirements. Coupled with other appropriate solutions, processes, people controls, and policies, ManageEngine’s 
solutions can help organizations comply with PCI DSS. 

This material is provided for informational purposes only, and should not be considered as legal advice for the PCI 
DSS compliance. ManageEngine makes no warranties, express, implied, or statutory, as to the information in this 
material. Please contact your legal advisor to learn how PCI DSS impacts your organization and what you need to 

do to comply with the PCI DSS.

Disclaimer


