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ADAudit Plus

Obtenga visibilidad completa

de los cambios en los servidores
de Windows y Active Directory.

ADAudit Plus ofrece funciones de monitoreo en tiempo real, analisis del comportamiento de los
usuarios y entidades e informes de la auditoria de cambios que lo ayudan a mantener la integridad
y conformidad de su infraestructura de Tl y AD.

& (Controle todos los cambios en los objetos de Windows AD, incluidos usuarios, grupos, computadores,
GPO vy unidades organizativas.

& Monitoree el AD hibrido con una vista Unica y correlacionada de todas las actividades que suceden tanto en el AD
on-premises como en Azure AD.

& Monitoree la actividad de inicio y cierre de sesién de cada usuario, incluido cada intento de inicio de sesidn exitoso y
fallido en las estaciones de trabajo de la red.

& Audite los servidores de archivos de Windows, failover clusters, NetApp y el almacenamiento de EMC para
documentar los cambios en los archivos y carpetas.

& Monitoree las configuraciones del sistema, los archivos de programa vy los cambios de carpeta para garantizar la
integridad del archivo.
Controle los cambios en los servidores Windows, impresoras y dispositivos USB con un resumen de los eventos.
Aproveche el analisis estadistico avanzado y las técnicas de machine learning para detectar los comportamientos

anémalos y defenderse de los ataques cibernéticos.

La solucién

ADAudit Plus, una sélida solucién de seguridad y cumplimiento de

El desafio

Active Directory es la piedra angular de un creciente ndmero de

funcionalidades comerciales y también es una puerta de entrada a Tl disefiada para organizaciones basadas en Windows, proporciona

la informacién de una organizacién. Pero la falta de simplicidad y de un conocimiento profundo sobre los cambios efectuados tanto en el

un sistema de almacenamiento centralizado, las funcionalidades de
monitoreo y alerta primitivas, y los limites para el almacenamiento

de logs no dejan progresar a los administradores de TI.

contenido como en la configuracién de Active Directory y los

servidores. Ademas, proporciona inteligencia de acceso completa
para desktops y acceso a los archivos en servidores (incluidos los
archivadores de NetApp), lo que permite proteger los datos de Ia

organizacion.

“ ADAudit Plus nos ha ayudado en la auditoria interna tanto de usuarios como logueos

concurrentes que se producian en nuestros 5000 usuarios, reduciendo asi los falsos

positivos y agilizando la administracion. , ,

- Gustavo Fiore

Gerente de Infraestructura, Aegis Global



ADAudit Plus - Una solucién de auditoria unificada para:

Active Directory hibrido Estaciones de trabajo
¢ Obtenga una vista correlacionada on-premises y en Azure AD. ¢ Controle los inicios de sesidn vy cierres de sesion en las
¢ Utilice mas de 200 informes de GUI detallados y especificos estaciones de trabajo.
de eventos. ¢ Monitoree la actividad en los servicios de terminal.
¢ Monitoree, genere informes y active alertas sobre los ¢ \eay programe informes graficos.
controladores de dominio en tiempo real. ¢ Genere informes sobre la asistencia de los empleados y el
¢ Controle los cambios en la Politica de grupo y todos los tiempo total de actividad e inactividad.
objetos de AD.
Servidores de archivos Servidores Windows
¢ Controle la creacidn, modificacién y eliminacion de archivos ¢ Utilice el monitoreo de la integridad de archivos (FIM).
¢ Audite el acceso a los archivos. ¢ Monitoree los inicios de sesién RADIUS.
¢ Obtenga andlisis forenses sobre la seguridad y los cambios ¢ Audite los dispositivos de almacenamiento extraibles.
de permisos. ¢ Audite los servidores de impresion.

& Monitoree los recursos de red.

También puede monitorear, activar alertas y generar informes sobre los dispositivos de AD FS, AD LDS,

LAPS, DNS, NAS, las tareas y los procesos programados, el log de seguridad de Windows y otros eventos del sistema.
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Funciones destacadas S

& Monitoreo dedicado de la actividad de los usuarios privilegiados. ¢ Sistema automatizado de respuesta ante amenazas.
© Analizador del blogueo de cuentas. © Informes personalizados para cumplir con los

© Andlisis del comportamiento de los usuarios (UBA). estdndares de cumplimiento.

© Integracién SIEM eficiente. © Funciones de busqueda y andlisis de primer nivel.

iDescargue una prueba
GRATUITA de 30 dias sin restricciones!

Descargar ahora

Requisitos del sistema: Contactenos:
Procesador: P4 - 1.5 GHz | RAM: 4 GB | Espacio en disco: 40 GB Sitio web: www.manageengine.com/latam
Sistemas operativos compatibles: Windows Server 2016, Windows Server 2012 R2, Windows Demo en vivo: demo.adauditplus.com

Server 2012, Windows Server 2008 R2, Windows Server 2008, Windows Server 2003, Windows Ventas: latam-sales@manageengine.com
Server 2000, Windows 10, Windows 8.1, Windows 8, Windows 7, Windows Vista y Windows XP. ’ ’
Navegadores compatibles: Internet Explorer 7 y superior; Firefox 4 y superior; Chrome 10 y superior.

Bases de datos compatibles: PostgreSQL (predeterminado), MS SQL, MySQL.

Plataformas compatibles: Active Directory 2003 y superior, servidor de archivos Windows 2003 y superior,
archivador NetApp - Data ONTAP 7.2 y superior, NetApp Cluster - Data ONTAP 8.2.1 y superior, sistemas de
almacenamiento de EMC - Celerra, VNX, VNXe, Unity e Isilon, Windows Failover Cluster con SAN.


https://www.manageengine.com/latam/active-directory-audit/download.html

