
M a n a g e E n g i n e 
conducted a recent survey to analyse 
the trends and practices relating to 
security of Windows server and 
Active Directory environment. 
More than 325 IT admins from 
organizations across the globe 
participated in the survey. This 
infographic demonstrates 
the findings of the survey.



of the system admins admit to being
unaware about the security standards
of their Windows environment.

10% ?



60%
of the IT admins do not prioritize
      the potential threat of computer 
      attacks by internal employees. 

At least 



of the IT admins agree that their 
Windows environments are not completely 
secure from malicious attacks. 

70%
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ONE in every FOUR Windows environments today is 
detected with multiple security issues during EVERY AUDIT. 



Almost HALF of the people find it difficult and time consuming 
while generating specifics at their Windows environment. 
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72%

55%

sends alerts when security 
configurations change,

seek for a solution that 

YET                               have not begun 
to use one.
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27%

weekly monthly Only     during
an     audit 

Never

In more than HALF of the organizations,
internal auditors use such solution(s) 

ONLY DURING AN AUDIT.



28%

28%

which service account performs 
what service in which server,

while another 

of Windows admins DO NOT KNOW               

percentage of admins have to
    MANUALLY fetch this
    information on regular basis.
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